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Abstract: Owing to personal computers being applied in many fields and Internet becoming popular and easier to use, 

most information is transmitted with digital format. Therefore, data copying and back up are more and more easier in 

the world wide web and multimedia. The copyright and authentication gradually lose their security. How to protect 

intellectual property becomes important in technical study and research. Recently, the watermarking technique was 

proposed to solve the problem of protecting the intellectual property. In this paper, a watermark embedded in the host 

image by DCT transform has been proposed. There are several papers using the same manner to embed watermark into 

middle-band coefficients of DCT block. The Joint Photograph Expert Group 
(JPEG) image compression usually discards the high-band frequency in DCT block including some middle-band data. 

In this paper the lower-band coefficient of DCT block was employed, since it is robust against the attack by the JPEG. 

In order to improve the imperceptions, only one bit was embedded in each coefficient of a DCT block. The 

experimental results show the proposed approach is correct. 
 

Keywords: Discrete Cosine Transform (DCT), Frequency Domain, Joint Photographic Experts Group (JPEG), Robust, 
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I. INTRODUCTION 

The Computer and Internet make the world become 

digitization. Most of the information is easy to transmit 

and duplicate but unauthorized reproduction becomes a 
serious problem in this field. Unlike the traditional visible 

watermark found on paper, the dispute here is to introduce 

a digital watermark that does not vary the perceived 

quality of the image content. Watermarking is a potential 

method to discourage. 

Digital image watermarking has received increasing 

attention in the last few years due to rapid growth in the 

internet traffic, as well as its significance in content 

authentication and copyright protection for digital 

multimedia data [1]. During images transfer, data integrity 

is not really secure. Watermarking can be an answer to 

such problems. For applications dealing with images, the 
watermarking objective is to embed an invisible message 

inside the image data [2]. Watermarking (data hiding) is 

the process of embedding data into a multimedia element 

such as an image, audio or video file. This embedded data 

can later be extracted from, or detected in, the multimedia 

for security purposes [3]. In general, a digital watermark is 

a code that is embedded inside an image. It acts as a digital 

signature, giving the image a sense of ownership or 

authenticity [4]. Watermarking applications include 

copyright protection, authentication, embedded and hidden 

information. Firstly, watermarking systems that are 

intended for copyright protection require a very high 
degree of robustness. Then, watermarking process for 

authentication belongs to the fragile class of schemes. 

Slightest change in the image completely destroys the 

mark. Finally watermarking for embedding information 

requires resistance against moderate level of modification 

due to routine image processing such as compression or 

cropping [5]. Watermarking techniques developed for 

images are mainly classified into visible and invisible 

approaches. While the visible methods provide means for 

overt assertion of ownership with logos, the invisible 

methods provide covert protection of these rights [6]. In  

 

the classification of watermarking schemes, an important 

criterion is the type of information needed by the detector: 

- Non-blind schemes require both the original image and 

the secret key(s) for watermark embedding. 
- Semi-blind schemes require the secret key(s) and the 

watermark bit sequence. 

- Blind schemes require only the secret key(s). 

Currently the digital watermarking technologies can be 

divided into two categories by the embedding position— 

spatial domain and frequency domain watermark. Spatial 

domain techniques developed earlier and is easier to 

implement, but is limited in robustness, while frequency 

domain techniques is more robust and compatible to 

popular image compression standards. Thus frequency 

domain watermarking obtains much more attention. To 

embed a watermark, a frequency transformation is applied 
to the host data. Then, modifications are made to the 

transform coefficients. Possible frequency image 

transformations include the Discrete Fourier Transform 

(DFT), (DCT) and others [7]. The DCT is a mathematical 

transformation that takes a signal and transforms it from 

spatial domain into frequency domain [8]. The DCT 

transformation is adopted in this paper. 

Some perform content-based image watermarking scheme, 

e.g., the Harris-Laplace detector is adopted to extract 

feature points, which can survive a variety of attacks. The 

local characteristic regions (LCRs) are adaptively 

constructed based on scale-space theory. Then, the LCRs 
are mapped to geometrically invariant space by using 

image normalization technique. Finally, several copies of 

the digital watermark are embedded into the no overlapped 

LCRs by quantizing the magnitude vectors of (DFT) 

coefficients [9]. 

For authentication purposes, in addition to being 

imperceptible, the watermark has to be sensitive to the 

slightest modification. This is termed fragile watermarking 

and allows the detection of tampering attempts. In some 

cases, the watermark is required to be sensitive only to 
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some attacks while not being affected by others, such as 

common processing techniques (semi-fragile 
watermarking) 

[10]. In order for a watermark to be useful it must be 

robust to a variety of possible attacks by pirates. These 

include robustness against compression such as JPEG, 

scaling and aspect ratio changes, rotation, cropping, row 

and column removal, addition of noise, filtering, 

cryptographic and statistical attacks, as well as insertion of 

other watermarks [11]. 

II. PROPOSED METHODS  

A. Discrete Cosine Transform 

The DCT is a mathematical transformation that takes a 

signal and transforms it from spatial domain into 

frequency domain. Many digital image and video 

compression schemes use a block-based DCT, because 

this algorithm minimizes the amount of data needed to 
recreate a digitized image. In particular, JPEG and MPEG 

use the DCT to concentrate image information by 

removing spatial data redundancies in two-dimensional 

images [8]. In the standard JPEG encoding, the 

representation of the colors in the image is converted from 

RGB to YCbCr, then the image is decomposed in 8×8 

blocks, these blocks are transformed from the spatial to the 

frequency domain by the DCT. Then, each DCT 

coefficient is divided by its corresponding constant in a 

standard quantization table and rounded down to the 

nearest integer. The DCT transform and its inverse manner 
can be expressed as follows:  After this step, the DCT 

quantized coefficients are scanned in a predefined zigzag  

order to be used in the final step, the lossless compression. 

In each block the 64 DCT coefficients are set up from the 

lowest upper left corner) to the highest frequencies (lower 

right corner) [14]. 
The DCT is a very popular transform function used in 

signal processing. It transforms a signal from spatial 

domain to frequency domain. Due to good performance, it 

has been used in JPEG standard for image compression. 

DCT has been applied in many fields such as data 

compression, pattern recognition, and image processing, 
and so on.  
As an image transformed by the DCT, it is usually divided 

into non-overlapped m ´ m block. In general, a block 

always consists of 8´8 components. The block coefficients 

are shown in figure 1. The left-top coefficient is the DC 
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zigzag scanning permutation is implied the energy 

distribution from high to low as well as from low 

frequency to high frequency with the same manner. The 

human eyes are more sensitive to noise in lower-frequency 

band than higher frequency. The energy of natural image 

is concentrated in the lower frequency range. The 

watermark hidden in the higher frequency band might be 

discarded after a lossy compression. Therefore, the 

watermark is always embedded in the lower-band range of 
the host image that transformed by DCT is perfect 

selection. 

III. PROPOSED ALGORITHM AND METHODS  

 
Fig.1. Embedding watermark 

 

 

 

 

 

 

 

 

 

 

 

 
 

 

 

 

 

 

 

 
Fig.2. Extraction Watermark 

This section describes the proposed watermarking scheme. 

DCT is applied to the sub-blocks of the watermark image 

to embed messages in center image. In the watermarking 

extraction process, embedded watermarks are extracted by 

the IDCT coefficient blocks. 

A. Watermark embedding 

Fig.1. shows a block diagram of the proposed watermark 
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embedding process. The whole process can be divided into 

four steps. 

 

Step 1(Dividing into Sub-images): The host input image, is 

splits into R,G and B image planes. 

 

Step 2(2-level DCT): The watermark / secrete image 

whose length is M x N. A two dimensional cosine 

transform is applied to watermark image and split the 

image into sub blocks. 

 

Step 3 (Message encoding): the sub blocks of watermark / 

secrete image are embed into R,G and B image planes. 

 
Step 4 (Images encoding): Combine the R,G and B image 

planes to get the watermarked  image. 

 

B.  Watermark Extraction 

 Fig.2. shows a block diagram of   the proposed watermark 

extraction process. The extraction is the inverse process of 

watermark embedding. 

 

Steps 1(Dividing into sub-images): The host input 

watermarked image, is splits into R,G and B image planes. 

 

Step 2: Extract the sub blocks from the R,G and B image 
planes by applying  Inverse Discrete Cosine Transform 

(IDCT) to it.  

 

Step 3: Combine the sub blocks elements to recover the 

watermark of each plane. 

  

Step 4: Combine left R,G and B image planes to get the 

original  image.  

IV. EXPERIMENTAL RESULTS 

The sizes of the input images are ranged from 720 x 576 to 

1800 x 1500 pixels. To evaluate the algorithm we use two 

different block sizes 8 x 8 and 16x16 pixels. For simplicity 
and without loss of generality, a binary pattern is used to 

represent the embedding secret message, which is chosen 

on basis of his/her preference to fit the cover images with 

various resolutions. 

 

To measure the perceptual quality, we calculate the peak 

of signal-to-noise ratio (PSNR) that is used to estimate the 

quality of the watermarked frames in comparison with the 

original ones. The PSNR is defined as follows: 

 

                
 

PSNR value is the lowest one among the test data. This 

experiment shows the high capacity by embedding the 

reference pattern into smaller block size (8 x 8), where the 
embedded message can also be a visually meaningful 

image. 

 

Using the proposed techniques, the first step is to separate 

an input image into R, G and B image planes and then 
embed a watermark in each image. 

 

 

 
Fig.3. Original input image 

 

Figure 3 shows the original input image. 

Figure 4 shows the watermark image. 

Figure 5 shows the watermarked image. 

Figure 6 shows the extracted watermark image. 

 

 
Fig.4. Watermark image 
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Fig.5. Watermarked image 

 
Fig.6. Extracted watermark image 

V. CONCLUSION 

Many of watermarking techniques have presented in 

spatial domain and transform domain. The performance of 

watermarking is upgraded day by day. In this paper the 

watermarks were embedded the lower band of the DCT 

block in the host image. The pseudo random system are 

used to generate a scatter random number in order to 

enhance the security. The DCT have been applied 

successfully in digital image watermarking. In this paper 

we described a new approach based on DCT digital image 

water marking, which was done by embedding a 

watermark logo (image) in different color components as 

well as semi-random image blocks. 
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